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Fully homomorphic encryption (FHE) enables computation over encrypted data. However, implementation of FHE

schemes requires balancing security, speed, homomorphic encoding of numeric values as ring elements. In this talk

we discuss past approaches and challenges to implementing fully homomorphic encryption and decryption algorithms

for medical classification. We present our methods and results for using private-key fully homomorphic encryption to

implement Naive Bayes classification. (Received February 19, 2018)

1


